|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Medio de Almacenamiento** | **Tecnología / Interfaz** | **Capacidad** | **Velocidad** | **Ventajas** | **Desventajas** |
| **SSD (Solid State Drive)** | NAND Flash + controlador FTL (TRIM, wear-leveling, GC); Interfaces: SATA III, NVMe PCIe Gen3/4/5[1], [2] | Capacidad masiva y escalabilidad documentada en investigaciones académicas.  Cifras específicas como 122 TB o 245 TB han sido anunciadas por fabricantes. [3] | Velocidades máximas para interfaces NVMe Gen4 y Gen5 reportadas por fabricantes (hasta 7 GB/s y 12 GB/s respectivamente[1] | * Alta velocidad y baja latencia (según especificaciones técnicas * Autenticación física con PUF [2] * Análisis físico con OCT [1] * Capacidad masiva con paridad mSAPL [3] | * Costo/GB mayor que HDD * Desgaste NAND por ciclos de escritura * Requiere disipación térmica adecuada [2], [3] |
| **Memoria USB (Pendrive)** | NAND Flash + controlador USB; Interfaces USB 2.0–USB4[4] | Existen dispositivos USB comerciales de hasta 2 TB según especificaciones publicadas por fabricantes [5] | Las velocidades de hasta 400 MB/s (USB 3.0) y más de 1 GB/s (USB4) han sido reportadas en especificaciones oficiales y pruebas de fabricantes.[6] | * Muy portátil y plug-and-play * Identificación única vía fingerprint magnético [4] | * Riesgo de firmware malicioso (BadUSB) [5] * Vulnerabilidad a side-channel por consumo eléctrico [6] * Calidad variable en controladores |
| **Tarjeta SD / microSD** | NAND Flash con controlador SD/MMC; Interfaces: UHS-I/II/III, SD Express[8] | La especificación SDUC define capacidades teóricas de hasta 128 TB; hasta 1 TB es lo disponible actualmente en el mercado. [7] | Las velocidades de hasta 312 MB/s (UHS-II) y superiores a 1 GB/s (SD Express) están indicadas en las especificaciones técnicas de la SD Association.[8] | * Muy compactas y versátiles * Uso forense en dispositivos reales [7] * Recuperación de datos físicos mediante lectura directa [8] | * Difícil recuperación en tarjetas monolíticas * Endurance limitada por NAND * Fáciles de extraviar o dañar físicamente [8] |
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